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Privacy Policy 

Personal Information collected for proposal purposes will be protected by security 
safeguards that are appropriate to the sensitivity level of the information. SeaPort takes 
all reasonable precautions to protect your Personal Information from any loss or 
unauthorized use, access or disclosure.  Aside from the personal information collected 
for proposal purposes, SeaPort does not collect any additional personal information. 

Information We Gather 

For site management and statistical purposes, information that is automatically collected 
and stored includes: 

• The name of the domain from which you access the Internet, i.e., Navy.mil if you 
are connecting from a Department of Navy domain or CompanyName.com if you 
are connecting from a commercial domain 

• The date and time of your visit 

• The type and version of your Internet browser 

• The operating system of the machine running the Internet browser 

• The Internet address of the website you came from if it linked you directly to this 
site 

• The technical status of the request you made, i.e., was it successful or was there 
an error? 

If your browser accepts cookies, we may use a session cookie to learn how many 
different visitors come to the SeaPort site. SeaPort uses this information for statistical 
purposes and to help make the site more useful. 

Information You Send Us 

If you send personal or sensitive information in your interaction with SeaPort, we use 
this information in accordance with regulations and statutes. Such information is 
carefully protected by SeaPort and not available in or retained by web tracking software. 
SeaPort does not disclose, give, sell, or transfer any personal information about our 
users, unless required for law enforcement purposes or statute. Any sensitive 
information provided for proposal purposes is only available to authorized U.S. 
government officials for purposes of performing official government duties. 

Links 

The pages on SeaPort may include hypertext links or pointers to information created 
and maintained by other public and private organizations. Once you link to another site, 
you are subject to the privacy policy of the new site. 
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Security 

For site security purposes, the SeaPort webservers use industry-standard methods to 
monitor network traffic to identify unauthorized attempts to upload or change 
information, or otherwise cause damage. Unauthorized attempts to upload information 
or change information on SeaPort servers are strictly prohibited and may be punishable 
by law, including the Computer Fraud and Abuse Act of 1986 and the National 
Information Infrastructure Protection Act. 

Cookies 

Whenever you visit a website, the website sends a small piece of information called a 
cookie along with the webpage. The main purpose of a cookie is to identify and 
customize webpages for you. 

There are two kinds of cookies: 

• A session cookie is a line of text that is stored temporarily in your computer's 
Random Access Memory (RAM). A session cookie is never written to a drive, 
and it is destroyed as soon as you close your browser. 

• A persistent cookie from a website is saved to a file on your hard drive and is 
called up the next time you visit that website. This lets the website remember 
what you were interested in the last time you visited. 

SeaPort creates a session cookie only when you visit and destroys it as soon as you 
close your browser. There are no persistent cookies created by SeaPort. 
 
Effective Date: 
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